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PUBLIC Sensitivity: Internal 

INFORMATIVA SUL TRATTAMENTO DEI DATI 
PERSONALI DEI CANDIDATI 

Ultimo aggiornamento e data di decorrenza: Dicembre 2025 
 

1. Premessa 
 Ai sensi degli artt. 13 e 14 del Regolamento (UE) 2016/679 (di seguito, 
il “Regolamento”), desideriamo informare coloro che entrano in 
contatto con il gruppo Sisal (il “Gruppo”) ai fini dell’instaurazione di un 
rapporto di lavoro, ad esempio a seguito dell’invio della propria 
candidatura spontanea o rispondendo agli annunci di ricerca del 
personale, ivi compresi quelli pubblicati sui siti web del Gruppo o di 
terze parti, o che vengono contattati a tali fini (di seguito, i "Candidati" 
o gli "Interessati"), che i dati personali a loro riferibili (i “Dati” o i “Dati 
Personali”) saranno trattati in modo lecito, corretto e trasparente, 
secondo le modalità e per le finalità di seguito illustrate. 
 
2. Titolare del trattamento  
In relazione alla posizione per cui il Candidato si candida, il Titolare del 
trattamento (il “Titolare” o la “Società”) è una delle seguenti società: 
1) Sisal S.p.A. 
2) Sisal Italia S.p.A. 
3) Sisal Gaming S.r.l. 
4) TSG Italy S.r.l; 
5) Snaitech S.p.A. 
6) Epiqa S.r.l. 
7) SNAI Rete Italia S.r.l. 
8) Snaitech Smart Technologies S.r.l. 
9) U4Line S.r.l. 
10)   Fondazione Snaitech 
Tutte le società su menzionate hanno sede legale in Via Ugo Bassi 6, 
20159 – Milano. Le società di cui ai punti 1), 2) e 3) sono contattabili 
all’indirizzo PEC privacy_sisal@legalmail.it; la società di cui al punto 4) 
è contattabile all’indirizzo PEC privacy_pokerstarsita@legalmail.it; le 
società di cui ai punti 5), 6), 7), 8), 9) e 10) sono contattabili all’indirizzo 
PEC privacy_snai@legalmail.it  
Nel caso di candidatura spontanea non diretta ad una specifica 
posizione, il titolare del trattamento è Sisal S.p.A., come sopra 
identificata. 
 
3. Data Protection Officer  
Il Titolare si avvale di un Responsabile della Protezione dei Dati (“Data 
Protection Officer” o “DPO”). Il DPO può essere contattato al seguente 
indirizzo email: dpo@fluttersea.com. 
 
4. Fonte dei dati personali 
I Dati oggetto di trattamento da parte del Titolare possono essere 
acquisiti, anche attraverso le tecniche di comunicazione a distanza delle 
quali il Titolare si avvale (es. siti web, app, ecc.):  

• Direttamente dall’Interessato, in sede di risposta, da parte 
dell’Interessato, agli annunci di ricerca del personale del Titolare, 
ivi compresi quelli pubblicati sui siti web, o in occasione della 
ricezione di candidature inviate spontaneamente dallo stesso al 
Titolare, nonché nell’ambito della fase di selezione; 

• Da terzi diversi dall’interessato che segnalano al Titolare 
potenziali profili di interesse, in qualità di head hunter, società di 
ricerca personale o altri dipendenti o collaboratori del gruppo 
Sisal, ad esempio nell’ambito del cosiddetto “Referral Program”. 
In quest’ultimo caso, alcuni dei Dati Personali dell’Interessato 
potranno essere previamente acquisiti presso il dipendente o 
collaboratore segnalante al fine di instaurare la comunicazione 
con il candidato. 
 

PRIVACY POLICY FOR THE PROCESSING OF APPLICANTS 
PERSONAL DATA  

Last update and effective date: December 2025 
 

1. Introduction 
Pursuant to Articles 13 and 14 of Regulation (EU) 2016/679 
(hereinafter, the "Regulation"), we wish to inform people who come 
into contact with  Sisal group (the "Group") for the purposes of 
establishing an employment relationship, for example by sending 
aspontaneous application or by responding to recruitment 
advertisements published on the Group's or Third Parties' websites, or 
who are contacted for the  recruitment purposes (hereinafter, the 
"Applicants" or the "Data Subjects"), that their personal data (the 
“Data” or their “Personal Data”) will be processed lawfully, correctly 
and transparently, in light of the following terms and purposes. 
2. Data Controller 
In relation to the position for which Applicants is applying, The Data 
Controller (the “Data Controller” or the “Society”) is a Sisal Group’s 
company as listed below: 
1) Sisal S.p.A. 
2) Sisal Italia S.p.A. 
3) Sisal Gaming S.r.l 
4) TSG Italy S.r.l. 
5)  Snaitech S.p.A. 
6) Epiqa S.r.l. 
7) SNAI Rete Italia S.r.l. 
8) Snaitech Smart Technologies S.r.l. 
9) U4Line S.r.l. 
10) Fondazione Snaitech 
Such companies have their registered office at Via Ugo Bassi 6, 20159 – 
Milano. Data Controllers mentioned at point 1), 2) and 3) above can be 
reached at the email address privacy_sisal@legalmail.it; data controller 
mentioned at point 4) above ca be reached at 
privacy_pokerstarsita@legalmail.it; companies referred to points no. 
5), 6), 7), 8), 9) and 10) can be contacted at the PEC address 
privacy_snai@legalmail.it  
In the case of spontaneous application not directed to a specific 
position, the Data Controller is Sisal S.p.A., as identified above. 
3. Data Protection Officer  
The Data Controller appointed a Data Protection Officer (“DPO”) who 
can be contacted at the following email address: dpo@fluttersea.com.  
 
4. Source of personal data  
The personal data to be processed by the Data Controller may be 
acquired, also through the remote communication techniques used by 
the Data Controller (e.g., websites, apps, etc.): 

• Directly from the Data Subject who responds to recruitment 
advertisements, including those published on websites, or when 
the Data Subject sends his/her application spontaneously, as well 
as within the selection phase; 

• By third parties who are not the Data Subject and who notify the 
Data Controller a candidate fitting the job purpose, such as head 
hunters, recruitment and selection companies or other 
employees or partners of Sisal Group, for example as part of the 
Referral Program. In this case, some of the Data Subject's Personal 
Data may be acquired in advance from the reporting employee in 
order to establish communication with the candidate. 

 
5. Purpose and legal basis of the processing  
The Company processes the Data Subject’s personal data in the context 
of personnel search and selection procedures, or to verify the 
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5. Finalità e base giuridica del trattamento 
La Società tratta i Dati nell’ambito delle procedure di ricerca e selezione 
del personale, ovvero per procedere alla verifica dei presupposti per 
l'assunzione e/o per l'avvio di una collaborazione con l’Interessato. Le 
basi giuridiche di tali trattamenti sono: 
1) l’esecuzione di misure precontrattuali adottate su richiesta 

dell’Interessato, necessarie a  i. identificare i candidati idonei per 
il tramite dei propri dipendenti o collaboratori (ovvero nell’ambito 
del Referral Program) ed a ii. eventualmente instaurare un 
contratto di lavoro o altro tipo di collaborazione con l’Interessato; 

2) l’adempimento dell’obbligo di legge volto a verificare la 
sussistenza di eventuali conflitti di interesse, anche al fine di 
rispettare gli standard internazionali in materia e mantenere le 
certificazioni detenute dalle società del Gruppo in questo ambito. 
 

6. Categorie di dati trattati 
I Dati trattati per le finalità suindicate appartengono alle seguenti 
categorie: dati anagrafici e di contatto (es. nome, cognome,  codice 
fiscale, , indirizzo di residenza e numero di telefono, luogo e data di 
nascita, indirizzo e-mail,  studi, professione e settore di attività);  dati 
contenuti nei documenti di riconoscimento (es. carta di identità, 
patente di guida, passaporto, permesso di soggiorno); dati relativi ai 
rapporti di lavoro correnti dell’Interessato (es. retribuzione annua 
lorda); dati personali rientranti nella categoria dei dati personali 
particolari (es. appartenenza a categorie protette). Si precisa che il 
trattamento dei dati personali particolari è consentito ove necessario 
per assolvere gli obblighi ed esercitare i diritti specifici del Titolare o 
dell’Interessato in materia di diritto del lavoro e della sicurezza sociale 
e protezione sociale, nella misura in cui sia autorizzato dal diritto 
dell'Unione o degli Stati membri o da un contratto collettivo ai sensi del 
diritto degli Stati membri, in presenza di garanzie appropriate per i 
diritti fondamentali e gli interessi dell'Interessato. Le suddette 
categorie particolari di dati personali, inoltre, sono oggetto di 
trattamento esclusivamente da parte del personale del Titolare che ne 
abbia necessità per mansione svolta o posizione gerarchica ricoperta 
nell'ambito dell’unità organizzativa competente per la gestione delle 
risorse umane. 
Ove necessario, per il perseguimento delle finalità su menzionate, i Dati 
possono riguardare anche altri soggetti collegati all’Interessato (es. 
componenti del nucleo famigliare, ecc.): in questo caso, il Candidato è 
tenuto e si impegna, sotto la propria esclusiva responsabilità, a 
trasferire i contenuti della presente informativa a tali soggetti, restando 
a tale riguardo esclusa qualsivoglia responsabilità in capo al Titolare. 
 
7. Modalità del trattamento  
Il trattamento dei Dati avviene mediante strumenti manuali, informatici 
e telematici, con logiche strettamente correlate alle finalità sopra 
evidenziate e, in ogni caso, nel rispetto delle cautele, delle garanzie e 
delle misure necessarie prescritte dalla normativa di riferimento, volte 
ad assicurare la riservatezza, l’integrità e la disponibilità dei Dati, 
nonché ad evitare danni, siano essi materiali o immateriali (es. perdita 
del controllo dei dati personali o limitazione dei diritti, discriminazione, 
furto o usurpazione d'identità, perdite finanziarie, decifratura non 
autorizzata della pseudonimizzazione, pregiudizio alla reputazione, 
perdita di riservatezza dei dati personali protetti da segreto 
professionale o qualsiasi altro danno economico o sociale significativo). 
L’acquisizione dei dati personali può avvenire attraverso l’utilizzo dei 
canali di contatto messi a disposizione dal Titolare, che potrebbero 
richiedere anche l’eventuale creazione di un account. 
 
 
  

conditions for recruitment and/or for starting a collaboration. The legal 
bases of these processing are: 
1) the execution of pre-contractual measures adopted at the Data 

Subject’s request, necessary to i. identify suitable candidates 
through its employees or collaborators (including under the 
Referral Program) and ii. possibly establish an employment 
contract or another type of collaboration with the Data Subject;  

2) compliance with the legal obligation aimed at verifying the 
existence of any conflicts of interest, also in order to meet 
international standards in this area and maintain the certifications 
held by the Group companies. 
 

6. Categories of data processed  
To pursue the above purposes, the following categories of personal 
data will be processed: personal and contact detail (e.g., name, 
surname, tax code and VAT number, professional address and 
professional telephone number, studies, profession and sector); 
personal data contained in identification documents (e.g., identity 
card, driver’s license, passport, residence permit); data relating to 
current employment work (annual gross salary); particular data (e.g., 
health data). Please notice that the processing of particular data is 
allowed to fulfill the obligations and exercise the specific rights of the 
Data Controller or of the Data Subject in the field of Labor Law and 
Social Security and Social Protection, if is authorized by the Union Law 
or the Member States Law or by a collective agreement under the law 
of the Member States, subject to appropriate safeguards for the 
fundamental rights and interests of the Data Subject. Furthermore, 
these categories of data are processed exclusively by the personnel of 
the Data Controller who need to process them due to their duties or 
hierarchical position within the organizational unit responsible for the 
management of human resources. 
Where necessary, for the pursuit of the aforementioned purposes, Data 
may also concern other subjects related to the Data Subject (e.g., family 
members, etc.): in this case, the Candidate undertakes, under his/her 
sole responsibility, to transfer this privacy policy to such subjects, any 
liability of the Data Controller is excluded. 
 
7. Processing MeansMethods 
The processing of personal data takes place using manual, automated 
and telematics tools, with logic strictly related to the purposes 
indicated above and, in any case, in compliance with guarantees and 
necessary measures prescribed by the applicable legislation and aimed 
at ensuring the confidentiality, integrity and availability of personal 
data, as well as avoid damage tangible or intangible (e.g. loss of control 
of personal data or limitation of rights, discrimination, identity theft, 
financial loss, unauthorized decryption of pseudonymized data, loss of 
reputation, loss of confidentiality of personal data protected by 
professional secrecy or any other significant economic or social 
damage).  The collection of personal data may occur through the use 
of the contact channels made available by the Data Controller, which 
may also require the creation of an account 
 
 
8. Communication and dissemination  
To pursue the above purposes, the Data Controller reserves the right to 
communicate personal data:  
• other group companies of which the Data Controller is a part, or in 

any case parent companies, subsidiaries or affiliates, pursuant to 
art. 2359 c.c. (based in Italy or abroad), in the context of the 
existing intercompany agreements for the management of the 
activities referred to in the aforementioned purposes; 
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8. Comunicazione e diffusione 
Per il perseguimento delle finalità suindicate, il Titolare si riserva la 
facoltà di comunicare i Dati ai destinatari appartenenti alle seguenti 
categorie: 

• altre società del Gruppo di cui è parte il Titolare, o comunque 
società controllanti, controllate o collegate, ai sensi dell’art. 2359 
c.c. (situate anche all’estero), nell’ambito degli accordi 
infragruppo esistenti per la gestione delle attività di cui alle 
finalità in parola;  

• soggetti che forniscono servizi per la gestione del sistema 
informativo del Titolare e delle reti di telecomunicazioni (ivi 
compresi i servizi di mailing); 

• soggetti che svolgono adempimenti di controllo, revisione e 
certificazione delle attività poste in essere dal Titolare; 

• soggetti che si occupano di ricerca e selezione del personale; 

• soggetti che effettuano servizi di acquisizione, lavorazione, 
elaborazione ed archiviazione dati; 

• studi professionali o società nell'ambito di rapporti di assistenza e 
consulenza (es. studi commercialisti, studi legali, ecc.); 

• soggetti che svolgono attività di assistenza all’Interessato (es. 
servizi di reception); 

• soggetti che a vario titolo succedono al Titolare nella titolarità dei 
rapporti giuridici (es. cessionari o potenziali cessionari di 
contratti) 

I soggetti appartenenti alle categorie sopra annoverate operano in 
autonomia come distinti Titolari del trattamento, o come Responsabili 
all’uopo nominati dalla Società. L'elenco aggiornato dei Responsabili 
del trattamento che operano per conto delle società di cui ai punti 1), 
2) e 3) del paragrafo 2 che precede è disponibile inoltrando una 
richiesta all’indirizzo PEC privacy_sisal@legalmail.it,l’elenco aggiornato 
dei Responsabili del trattamento nominati dalla società di cui al punto 
4), paragrafo 2 suindicato è disponibile inoltrando una richiesta 
all’indirizzo PEC privacy_pokerstarsita@legalmail.it,l’elenco aggiornato 
dei Responsabili del trattamento nominati dalle società di cui ai punti 
5), 6), 7), 8),9) e 10) paragrafo 2 suindicato è disponibile inoltrando una 
richiesta all’indirizzo PEC privacy_snai@legalmail.it. I Dati potranno 
inoltre essere conosciuti, in relazione allo svolgimento delle mansioni 
assegnate, dal personale stesso del Titolare, appositamente autorizzato 
al trattamento. I Dati, in ogni caso, non saranno oggetto di diffusione e, 
pertanto, non saranno portati a conoscenza di soggetti indeterminati, 
in qualunque forma, ad esempio mediante la loro messa a disposizione 
o consultazione, senza il consenso espresso dell’Interessato, allorché 
richiesto. 
 
9. Trasferimento dei dati personali extra-UE 
Il Titolare dà atto che, per il perseguimento delle finalità di cui sopra, i 
Dati potrebbero essere comunicati a soggetti situati in paesi al di fuori 
dell’Unione Europea, che cooperano con il Titolare nella realizzazione 
delle finalità di cui sopra. Tale trasferimento avverrà unicamente a 
fronte dell’esistenza di accordi internazionali o decisioni di adeguatezza 
da parte della Commissione (ex art. 45 del Regolamento) o a fronte 
della stipula di norme vincolanti d’impresa (“Binding Corporate Rules” 
o “BCR” ex art. 47 del Regolamento) o comunque sulla base di altre 
garanzie appropriate che garantiscano ai Dati comunicati o traferiti un 
grado di protezione adeguato. Una copia dei Dati eventualmente 
trasferiti all’estero, nonché l’elenco dei paesi terzi/organizzazioni 
internazionali verso i quali i Dati sono stati trasferiti, potranno essere 
richiesti al Titolare all’indirizzo PEC privacy_sisal@legalmail.it per le 
società di cui ai punti 1), 2) e 3) del paragrafo 2 che precede o 
all’indirizzo PEC privacy_pokerstarsita@legalmail.it per la società di cui 
al punto 4), paragrafo 2 citato o all’indirizzo PEC 

• subjects that provide services for the management and hosting of 
the information system of the Data Controller (e.g., mailing 
services) 

• subjects that carry out control, audit and certification of the 
activities carried out by the Data Controller; 

• subjects that carry out head haunting and personnel recruitment; 
• Professional firms that carry out assistance and consultancy (e.g., 

accounting firms, law firms, etc.); 
• subjects that carry out receptionist services  
• subjects that carry out printing, bagging, transmission, transport 

and sorting of communications; 
• subjects who in various ways can succeed the Data Controller in 

the ownership of legal relationships (e.g., assignees of goods, 
credits or contracts). 

The subjects listed above operate independently as Data controllers or 
as Data Processor based on specific legal act compliant with art. 28, 
paragraph 3, of Regulation. The updated list of data processors of the 
companies mentioned at point 1), 2) and 3), section 2 above is available 
by submitting a request to privacy_sisal@legalmail.it; the updated list 
of data processors of company mentioned at point 4), section 2 above 
is available by submitting a request to 
privacy_pokerstarsita@legalmail.it,  the updated list of Data Processors 
appointed by the companies referred to in points 5), 6), 7), 8), 9) and 
10) in paragraph 2 above is available upon request at the PEC address 
privacy_snai@legalmail.it. Personal data may also be known by the 
staff in relation to the performance of the tasks assigned. Personal data 
will not be disseminated and, therefore, will not be brought to the 
attention of indeterminate subjects, in any form.  
 
9. EXTRA-UE transfer of Data  
Personal Data may be transferred to Parties located in countries 
outside the European Union which cooperate with the Data Controller 
to pursue the above purposes. Data transfer will take place only against 
the existence of international agreements or adequacy decisions by the 
EU Commission (Article 45 of the Regulation) or against the stipulation 
of Binding Corporate Rules ("BCR" pursuant to Article 47 of the 
Regulation) or in any case on the basis of other appropriate guarantees 
that guarantee the personal data transferred an adequate degree of 
protection pursuant to art. 46 and art. 49 of the Regulation. A copy (or 
an extract) of the guarantees adopted for the transfer as well as the list 
of third countries / international organizations to which the personal 
data have been transferred, may be requested at the certified e-mail 
address privacy_sisal@legalmail.it for companies mentioned at point 
1), 2) and 3), section 2 above or at privacy_pokerstarsita@legalmail.it 
for company mentioned at point 4), section 2 above  or at the PEC 
address privacy_snai@legalmail.it for the companies referred to in 
points 5), 6), 7), 8), 9) and 10). 
 
10. Data Retention  
The Data processed for the above-mentioned purpose will be retained 
by the Data Controller for a maximum of 36 months from the closure of 
the evaluation process with a negative outcome (rejection of the 
application), without prejudice to any further retention following the 
establishment of an employment relationship with the Data Subject. In 
the case of processing carried out for the management of complaints 
or grievances, for the exercise of a right in judicial proceedings, or to 
comply with legal obligations, such periods may be extended until the 
complaint or grievance has been resolved, any judicial procedure has 
been concluded, or the legal obligation has expired. Once these periods 
have elapsed, the Controller will proceed with the automatic deletion 
of the collected Data or their irreversible anonymization. In the case of 
use through an account, the account will be deactivated following a 
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privacy_snai@legalmail.it per le società di cui ai punti 5), 6), 7), 8), 9) e 
10). 
 
10. Tempi di conservazione  
I Dati trattati per la finalità su menzionate saranno conservati dal 
Titolare per un massimo di 36 mesi decorrenti dalla chiusura 
dell’attività valutativa con esito negativo (scarto della candidatura), 
fatta salva l’eventuale ulteriore conservazione effettuata a seguito 
dell’instaurazione del rapporto di lavoro con l’Interessato. In caso di 
trattamenti effettuati per la gestione di reclami o lamentele, per 
l’esercizio di un diritto in sede giudiziaria o per adempiere a obblighi 
previsti dalla legge, tali periodi potranno essere estesi fino al termine 
della gestione del reclamo o della lamentela, all’esaurimento della 
eventuale procedura giudiziaria instaurata o al termine dell’obbligo 
previsto dalla legge. Decorsi tali termini, il Titolare provvederà alla 
cancellazione automatica dei Dati raccolti, ovvero alla loro 
trasformazione in forma anonima in maniera irreversibile. In caso di 
utilizzo della modalità con account, quest’ultimo verrà disattivato a 
seguito di una richiesta dell’Interessato oppure al decorso dei 12 mesi 
dall’eventuale ultimo utilizzo da parte dello stesso. 
 
11. Diritti dell’Interessato 
Ai sensi degli articoli da 15 a 22, il Regolamento conferisce agli 
Interessati la possibilità di esercitare specifici diritti. In particolare, 
l'Interessato può ottenere: a) la conferma dell'esistenza di trattamenti 
di Dati che lo riguardano e, in tal caso, l’accesso a tali dati; b) la rettifica 
dei Dati inesatti e l’integrazione dei Dati incompleti; c) la cancellazione 
dei Dati che lo riguardano, nei casi in cui ciò sia consentito dal 
Regolamento; in presenza di un account, l’interessato ha altresì la 
possibilità di chiedere la chiusura dello stesso; d) la limitazione del 
trattamento, nelle ipotesi previste dal Regolamento; e) la 
comunicazione, ai destinatari cui siano stati trasmessi i Dati, delle 
richieste di rettifica/cancellazione dei Dati e di limitazione del 
trattamento pervenute dall’Interessato, salvo che ciò si riveli 
impossibile o implichi uno sforzo sproporzionato; f) la ricezione, in un 
formato strutturato, di uso comune e leggibile da dispositivo 
automatico, dei Dati forniti al Titolare, nonché la trasmissione degli 
stessi a un altro titolare del trattamento, qualora ricorrano le condizioni 
previste dalla normativa (c.d. portabilità dei dati). L’Interessato ha 
altresì il diritto di opporsi in qualsiasi momento, per motivi legittimi, al 
trattamento dei Dati che lo riguardano, ancorché pertinenti allo scopo 
della raccolta, fatto salvo il caso in cui il Titolare dimostri la presenza di 
motivi legittimi cogenti prevalenti o di esercizio o difesa di un diritto ai 
sensi dell’art. 21 del Regolamento. L’Interessato ha inoltre il diritto di 
non essere sottoposto a una decisione basata unicamente sul 
trattamento automatizzato, compresa la profilazione, che produca 
effetti giuridici che lo riguardano o che incida in modo analogo 
significativamente sulla sua persona, salvo che tale decisione: a) sia 
necessaria per la conclusione o l’esecuzione di un contratto tra 
l’Interessato e il Titolare; b) sia autorizzata dal diritto dell’Unione o dello 
Stato membro cui è soggetto il Titolare; c) si basi sul consenso esplicito 
dell’Interessato. Nelle ipotesi di cui alle predette lettere a) e c), 
l’Interessato ha il diritto di ottenere l’intervento umano da parte del 
Titolare, di esprimere la propria opinione e di contestare la decisione. 
L’Interessato può presentare le richieste all’indirizzo 
privacy_sisal@legalmail.it nel caso di candidature trasmesse alle 
società di cui ai punti 1), 2) e 3),  paragrafo 2 della presente informativa 
o all’indirizzo privacy_pokerstarsita@legalmail.it per le candidature 
inoltrate alla società di cui al punto 4), paragrafo 2 citato o all’indirizzo 
privacy_snai@legalmail.it  nel caso di candidature trasmesse alle 
società di cui ai punti 5), 6), 7), 8),9) and 10), indicando in oggetto 
“Privacy – esercizio dei diritti Privacy”, dettagliando quale diritto 

request from the Data Subject or after 12 months from the last use by 
the latter. 
 
11. Data Subject Rights 
The rights referred to in Articles from 15 to 22 of the Regulations are 
guaranteed. In particular, the Data Subject can obtain: a) confirmation 
of the existence of personal data processing concerning him and, in this 
case, access to such data; b) the correction of inaccurate personal data 
and the integration of incomplete personal data; c) the deletion of 
personal data concerning him, in cases where this is permitted by the 
Regulation,  If an account is present, the Data Subject also has the 
option to request its closure; d) the limitation of processing, in the cases 
provided for by the Regulation; e) the communication, to the recipients 
to whom the personal data have been transmitted, of requests for 
rectification / cancellation of personal data and for the limitation of 
processing received by the Data Subject, unless this proves impossible 
or involves a disproportionate effort; f) the receipt, in a structured 
format, commonly used and readable by an automatic device, of the 
personal data provided to the Data Controller, as well as the 
transmission of the same to another data controller,  where the 
conditions set out by law are met (so-called data portability). The Data 
Subject also has the right to object at any time, for legitimate reasons, 
to the processing of personal data concerning him, even if pertinent to 
the purpose of the collection, without prejudice to the case in which 
the Data Controller demonstrates the presence of overriding legitimate 
reasons or the exercise or defense of a right pursuant to art. 21 of the 
Regulation. The Data Subject also has the right not to be subjected to a 
decision based solely on automated processing, including profiling, 
which produces legal effects concerning him or which significantly 
affects his person in a similar way, unless this decision: a) is necessary 
for the conclusion or execution of a contract between the interested 
party and the Data Controller; b) is authorized by the law of the Union 
or of the Member State to which the Owner is subject; c) is based on 
the explicit consent of the interested party. In the cases referred to in 
the aforementioned letters a) and c), the Data Subject has the right to 
obtain human intervention from the Data Controller, to express their 
opinion and to contest the decision. The Data Subject may submit 
requests to the address privacy_sisal@legalmail.it for applications 
submitted to companies mentioned at point 1), 2) and 3), section 2 
above of this privacy notice or to address 
privacy_pokerstarsita@legalmail.it  for applications submitted to 
company mentioned at point 4), section 2 above  or at the address 
privacy_snai@legalmail.it in the case of applications submitted to the 
companies referred to in points 5), 6), 7), 8), 9) and 10) by indicating in 
the subject "Privacy - exercise of privacy rights", detailing which right 
he intends to exercise and providing the Data Controller with the 
information needed to identify him pursuant to articles 11 and 12 of 
the Regulation. The Data Subject also has the right to lodge a complaint 
with the supervisory authority, in particular in the Member State in 
which he habitually resides, works or in the place where the alleged 
violation for which the complaint is submitted has occurred (e.g., the 
Garante per la protezione dei dati personali in Italy), as required by art. 
77 of the Regulation, as well as to take the appropriate judicial offices 
pursuant to art. 78 and 79 of the Regulation. 
The exercise of rights is not subject to any formal requirements and is 
free of charge. If the Data Subject’s requests are manifestly unfounded 
or excessive, in particular due to their repetitive nature, the Controller 
may: 
- charge a reasonable fee taking into account the administrative costs 

incurred to provide the information or communication or to take 
the requested action; or 

- refuse to comply with the request. 
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intende esercitare e fornendo al Titolare le informazioni utili ad 
identificarlo ai sensi degli artt. 11 e 12 del Regolamento. L’Interessato 
ha, inoltre, il diritto di proporre reclamo all’autorità di controllo, 
segnatamente nello Stato membro in cui risiede abitualmente, lavora 
oppure del luogo ove si è verificata la presunta violazione (es. il Garante 
per la Protezione dei Dati in Italia, che può essere contattato ai recapiti 
disponibili sul sito www.garanteprivacy.it), come previsto dall’art. 77 
del Regolamento, nonché di adire le opportune sedi giudiziarie ai sensi 
degli artt. 78 e 79 del Regolamento.  
L’esercizio dei diritti non è soggetto ad alcun vincolo di forma ed è 
gratuito. Se le richieste dell’Interessato sono manifestamente 
infondate o eccessive, in particolare per il loro carattere ripetitivo, il 
Titolare può: 
- addebitare un contributo spese ragionevole tenuto conto dei costi 
amministrativi sostenuti per fornire le informazioni o la 
comunicazione o intraprendere l’azione richiesta; oppure 
- rifiutare di soddisfare la richiesta. 
In conformità all’art. 12, paragrafo 3, GDPR 2016/679, il Titolare del 
trattamento destinatario fornirà un riscontro all’Interessato senza 
ingiustificato ritardo e, comunque, al più tardi entro un mese dal 
ricevimento della richiesta stessa. Tale termine potrà essere prorogato 
di due mesi, se necessario, tenuto conto della complessità e del 
numero delle richieste (in tale ipotesi, il Titolare del trattamento 
informerà l'Interessato dell’eventuale proroga e dei motivi del ritardo, 
sempre entro un mese dal ricevimento della richiesta). 
 
12. Natura del conferimento  
Il conferimento dei Dati è obbligatorio per le finalità di cui al paragrafo 
5. L’eventuale rifiuto da parte dell'Interessato di fornire le informazioni 
necessarie comporta l’impossibilità per il Titolare di gestire il processo 
di selezione.  
 
13. Aggiornamento del presente documento 
Il Titolare si riserva il diritto di aggiornare periodicamente il contenuto 
di questa pagina. L’Interessato è pertanto invitato a consultare 
periodicamente le informazioni qui contenute così da rimanere 
aggiornato rispetto ad eventuali modifiche intervenute 
successivamente all’ultima consultazione. 

In accordance with Article 12(3) of GDPR 2016/679, the Data Controller 
shall provide a response to the Data Subject without undue delay and, 
in any case, no later than one month from receipt of the request. This 
period may be extended by two months, if necessary, taking into 
account the complexity and number of requests (in such case, the Data 
Controller shall inform the Data Subject of the extension and the 
reasons for the delay within one month of receipt of the request). 
 
 
12. Nature and obligation of the conferment 
The provision of personal data is not mandatory. However, failure to 
provide them will make it impossible for the Data Subject reply to job 
advertisements, submit a spontaneous application as well as to take 
part in the personnel selection process aimed at recruitment and/or the 
start of collaboration. 
 
13. Update of the Privacy Policy 
The Data Controller reserves the right to periodically update the 
content of this page. The Data Subject is therefore invited to 
periodically consult the information contained herein to stay updated 
with respect to any changes that have occurred since the last 
consultation. 

http://www.garanteprivacy.it/

